
Portal solution for electronic signing 
of documents among partners

E N T E R P R I S E  S O LU T I O N S

Disig  
Enterprise Signer

	■ Modern responsive web interface func-

tional in all common internet browsers 

(Google Chrome, Mozilla Firefox, Micro-

soft Edge, Safari);

	■ Support for multiple levels and forms 

of electronic signature (including quali-

fied) with the possibility of defining the 

required level and form individually for 

each document for signing;

	■ Support for multiple signatures for all 

participating entities (several statutory 

representatives acting jointly), customiz-

able signing workflow;

	■ 	Support for inserting of a visual signature 

that is bound to an electronic signature, 

Disig Enterprise Signer provides controlled remote document exchange for the purpose 

of document authorization by electronic signature. This process can take place within 

one company, or even between two or more entities. 

location management of the visual signa-

ture by user; 

	■ Support for document templates (MS 

Word) with the possibility of automated 

or manual completion of key data when 

sending a document for signature with-

out having to interfere with the document 

(e.g. dates, name and surname of the 

signatories, etc.);

	■ E-mail notifications on essential events in 

the system with url links to carry out the 

corresponding action in the solution (e.g. 

notification of document sent for signa-

ture, signing of the document by one of 

the parties, etc.);
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E N T E R P R I S E  S O LU T I O N S  /  D I S I G  E N T E R P R I S E  S I G N E R

System requirements for on-premise 

deployment:

Virtual or physical server

Microsoft Windows Server 2012 R2 or later

.NET Core 3.1 and .NET Framework 4.0 or later

Microsoft IIS 8.5 or later

Minimum 1-core CPU and 2 GB RAM, 1 GB HDD space

At least a 4-core CPU, 4GB RAM, 500 GB HDD space is 

recommended

Software prerequisites

Windows 2012R2+ or Linux Operating System

Microsoft .NET Core 1

PostGreSQL Database 1

•	 Web Server IIS or Apache HTTPD 1

1 May be part of the solution installation if necessary

	■ 	Support for language mutations;

	■ 	Flexible solution topology and high secu-

rity standards;

	■ 	Quick and easy expandability with addi-

tional add-on functionality (e.g. process 

flows prior to signing of the document 

between the two parties, internal approv-

al processes, etc.);

	■ 	Full compliance with valid legislation 

of the Slovak Republic, as also with 

the Regulation (EU) No 910/2014 of the 

European Parliament and of the Council 

(eIDAS).
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	■ 	Immediate disclosure of the final signed 

document to all participating parties;

	■ 	Possibility to return the document without 

signing by the addressee with justifica-

tion or comments;

	■ 	Mass signing of multiple documents at 

the same time; 

	■ 	High interoperability of generated PDF 

documents;

	■ 	Secure participation of partners without 

the need to log in to the system or instal-

lation of SW equipment;

	■ 	Integrated authentication (without the 

need to log in with a username and pass-

word) in a Windows domain and worksta-

tion environment;

	■ 	Extensibility with archive functionality to 

ensure the long-term verifiability of elec-

tronically signed documents;

	■ 	Easy integration of the solution with exist-

ing document management solutions (e.g. 

SharePoint, Alfresco), automated registry 

administration, directory services, CRM, 

etc.;

	■ 	User interface quickly visually adaptable 

to the customer’s identity;


